
LGPD TEM COMO PRINCIPAL OBJETIVO
PROTEGER OS DIREITOS
FUNDAMENTAIS DE LIBERDADE E DE
PRIVACIDADE E O LIVRE
DESENVOLVIMENTO DA
PERSONALIDADE DA PESSOA NATURAL.

O que são dados Pessoais? Dados Pessoais são informações que identificam ou podem

identificar uma pessoa.

O que são dados Sensíveis? São aqueles que exigem ainda mais cuidado, pois podem

gerar discriminação.

DEFINIÇÕES IMPORTANTES

Nome Completo

CPF

Endereço

Nº Identidade

E-mail

Telefone

Dados Pessoais: Dados Sensíveis:

OS PAPÉIS FUNDAMENTAIS
NA PROTEÇÃO DE DADOS
PESSOAIS
I. O Encarregado de Dados (DPO),
pense nele como a pessoa de
comunicação entre a Prefeitura, o
titular e as autoridades. Essa
pessoa fica dentro do setor de
Controladoria Geral. Em caso de
dúvidas esse sujeito poderá ajudar.

Convicção Religiosa

Origem Racial ou ética

Opinião Politica

Dados de saúde ou a vida sexual

Filiação a sindicato ou organização de

caráter religioso, filosófico ou político

Dados Genéticos ou Biométricos

(Digitais e Reconhecimento Facial)

Titular de Dados: Pessoa
física natural a quem os
dados pertencem que são
alvo do tratamento.

Controlador: Pessoa ou
entidade que toma as
decisões sobre o tratamento
dos dados pessoais e para
qual finalidade

Operador: Quem realiza o
tratamento dos dados em
nome do Controlador,
seguindo as instruções que
lhes são dadas sobre como
tratar os dados pessoais

POR QUE ISSO É IMPORTANTE?
A CONSTITUIÇÃO FEDERAL E A LGPD GARANTEM A TODOS O DIREITO À

PROTEÇÃO DOS SEUS DADOS PESSOAIS. NÓS, COMO SERVIDORES,
SOMOS RESPONSÁVEIS POR CUIDAR DESSAS INFORMAÇÕES COM O
MÁXIMO DE ZELO E SEGURANÇA DAS INFORMAÇÕES QUE NOS SÃO

CONFIADAS PELOS TITULARES DOS DADOS PESSOAIS.

LGPD: Lei geral de proteção
de dados.

ANPD: Autoridade Nacional
de Proteção de Dados.

DPO: Data Protection Officer
(Encarregado de Proteção de
Dados).A função principal da ANPD é

garantir a proteção dos dados
pessoais no Brasil,
fiscalizando e regulamentando
o cumprimento da Lei Geral de
Proteção de Dados (LGPD).



PRINCÍPIOS ESSENCIAIS
NA PROTEÇÃO DE
DADOS

Todo Tratamento de dados deve seguir alguns princípios Importantes:

FINALIDADE
USAR OS DADOS PARA UM PROPÓSITO

ESPECÍFICO E LEGÍTIMO, QUE SEJA
INFORMADO AO CIDADÃO

ADEQUAÇÃO
O TRATAMENTO DEVE SER

COMPATÍVEL COM A FINALIDADE
INFORMADA.

NECESSIDADE
COLETAR E USAR APENAS OS DADOS

ESSENCIAIS PARA ATINGIR A
FINALIDADE. NEM UM DADO A MAIS!

LIVRE ACESSO
GARANTIR QUE O CIDADÃO POSSA

CONSULTAR FACILMENTE SEUS DADOS
E COMO ELES SÃO TRATADOS.

QUALIDADE DOS DADOS
MANTER OS DADOS EXATOS, CLAROS,

RELEVANTES E ATUALIZADOS.

TRANSPARÊNCIA
FORNECER INFORMAÇÕES CLARAS E
ACESSÍVEIS SOBRE O TRATAMENTO

DOS DADOS E QUEM SÃO OS
RESPONSÁVEIS.

SEGURANÇA
ADOTAR MEDIDAS TÉCNICAS E

ADMINISTRATIVAS PARA PROTEGER
OS DADOS CONTRA ACESSOS NÃO

AUTORIZADOS, PERDAS OU
VAZAMENTOS.

PREVENÇÃO
TOMAR MEDIDAS PARA EVITAR
QUALQUER DANO AOS DADOS

PESSOAIS.

NÃO DISCRIMINAÇÃO

NUNCA USAR DADOS PARA FINS
DISCRIMINATÓRIOS, ILÍCITOS OU

ABUSIVOS.

RESPONSABILIZAÇÃO E
 PRESTAÇÃO DE CONTAS

DEMONSTRAR QUE ESTAMOS
CUMPRINDO AS NORMAS DE

PROTEÇÃO DE DADOS.

A PROTEÇÃO DE DADOS PESSOAIS É
UM DIREITO DE TODOS E UM DEVER DA
ADMINISTRAÇÃO PÚBLICA MUNICIPAL.
AO CUMPRIR AS DIRETRIZES DA LGPD,
VOCÊ CONTRIBUI PARA:

CONFIANÇA: FORTALECER A
CONFIANÇA DO CIDADÃO NOS

SERVIÇOS PÚBLICOS.

SEGURANÇA: PROTEGER
INFORMAÇÕES SENSÍVEIS E

EVITAR RISCOS DE VAZAMENTOS.

TRANSPARÊNCIA: GARANTIR A
CLAREZA E A ÉTICA NO USO DOS

DADOS

EXCELÊNCIA: PRESTAR UM
SERVIÇO PÚBLICO DE MAIOR

QUALIDADE E RESPONSABILIDADE.


